**ІНСПЕКЦІЯ З ПИТАНЬ КОНТРОЛЮ ЗА ПАРКУВАННЯМ ДНІПРОВСЬКОЇ МІСЬКОЇ РАДИ**

ОБГРУНТУВАННЯ

технічних та якісних характеристик, розміру бюджетного призначення, очікуваної вартості предмета закупівлі:

***Інші послуги у сфері інформатизації (Встановлення ПП 'ESET PROTECT Entry з локальним управлінням' (C))***

1. **Найменування замовника**: Інспекція з питань контролю за паркуванням Дніпровської міської ради
2. **Код ЄДРПОУ**: 42403446
3. **Місцезнаходження замовника**: 49000, Україна, Дніпропетровська область, м. Дніпро, проспект Дмитра Яворницького, 60
4. **Категорія замовника**: орган місцевого самоврядування
5. **Назва предмету закупівлі**: Інші послуги у сфері інформатизації (Встановлення ПП 'ESET PROTECT Entry з локальним управлінням' (C))
6. **Код ДК та назва**: ДК 021:2015-48760000-3 Пакети програмного забезпечення для захисту від вірусів
7. **Кількість послуг**: 2 послуга
8. **Місце надання послуг:**  49000, Україна, Дніпропетровська область, м. Дніпро, проспект Дмитра Яворницького, буд. 60
9. **Вид закупівлі**: Закупівля без використання електронної системи
10. **Ідентифікатор закупівлі**: UA-2024-06-19-007141-a

Очікувана вартість предмета закупівлі (розмір бюджетного призначення) становить 40382,00 грн (Сорок тисяч триста вісімдесят дві гривні 00 копійок) без ПДВ. Очікувана вартість розрахована на підставі комерційної пропозиції, дослідженням цін через мережу Інтернет, аналізу проведених закупок на Прозорро з урахуванням понесених у попередніх періодах витрат (укладених договорів) з урахуванням індексу інфляції.

1. **Розмір бюджетного призначення:** становить 40382,00 грн -Бюджетні призначення на напрям використання коштів (загальний фонд місцевого бюджету) затверджено:

* рішенням міської ради від 06.12.2023 №4/44 «Про бюджет Дніпровської міської територіальної громади на 2024 рік»
* кошторисом інспекції з питань контролю за паркуванням Дніпровської міської ради на 2024 рік затвердженим департаментом транспорту та транспортної інфраструктури Дніпровської міської ради 04.01.2024
* наказом департамента транспорту та транспортної інфраструктури Дніпровської міської ради від 08.01.2024 №1 «Про затвердження паспортів бюджетних програм на 2024 рік»

**Обгрунтування технічних та якісних характеристик предмета закупівлі:**

Інспекція з питань контролю за паркуванням Дніпровської міської ради, на виконання Розпорядження міського голови від 17.07.2023 №5-17/7-р «Про програмне забезпечення (комп’ютерні програми) та комп’ютерну техніку», погодили закупівлю листом-погодженням від 07.06.2024 №1/2-293.

Технічні та якісні характеристики предмета закупівлі визначені відповідно до потреб замовника з урахуванням вимог чинного законодавства України та інших діючих в Україні нормативно-правових актів щодо якості або подібних послуг.

В зв’язку з необхідністю у забезпеченні безперебійної, безперервної стійкої та надійної роботи інспекції, необхідно здійснити закупівлю Інші послуги у сфері інформатизації (Встановлення ПП 'ESET PROTECT Entry з локальним управлінням' (C))

***1.1. Встановлення Програмної продукції 'ESET PROTECT Entry з локальним управлінням' (C) (На 1 рік. Поновлення. Для захисту 28 об'єктів.):***

• Антивірусний захист комп’ютерів та ноутбуків - Антивірус та Антишпигун.

Антифішинг. Захист від «0-денних» загроз. Блокування цілеспрямованих атак. Система запобігання вторгненням (HIPS). Захист від мережевих атак. Контроль пристроїв. Робота на віртуальних машинах (ESET Shared Local Cache). Розширений сканер пам'яті. Захист від експлойтів. Підтримка Microsoft NAP. Захист від програм-вимагачів. Багаторівневий захист. Підтримка RSA enVision. Повідомлення про події. Локальний сервер оновлень. Журнали різних форматів. Відкат оновлень. Створення завантажувального образу (ESET SysRescue). Гнучке налаштування графічного інтерфейсу. Мінімальне споживання системних ресурсів. Єдина консоль управління захистом.

• Захист мобільних пристроїв - Надійне рішення, що забезпечує безпеку смартфонів та планшетів під управлінням операційної системи Android. Здійснює перевірку всіх додатків, файлів та карт пам’яті. Завдяки широкому спектру функцій і можливості віддаленого управління продукт ESET Endpoint Security для Android забезпечує додатковий рівень захисту конфіденційної інформації підприємства, яка зберігається на пристроях.

• Захист файлових серверів - Проактивне виявлення. Антивірус та Антишпигун.

Захист файлів в режимі реального часу. Захист документів. Система запобігання вторгненням (HIPS). Захист від спроб заражень по мережі. Захист від експлойтів. Розширений сканер пам'яті. Версія для «ядра» сервера. Оптимізація сканування. Захист від програм-вимагачів. Розширені налаштування сканування. Спеціальні утиліти для очищення прихованих загроз. Самозахист. Підтримка поштових клієнтів

Захист від ботнетів. Вбудована підтримка кластерів. Сканування пам'яті. Автоматичні виключення. Розширена класифікація загроз. Помодульна інсталяція. Дзеркало оновлень. Командний рядок eShell (ESET Shell). Комплексна система звітності. Гнучке налаштування графічного інтерфейсу. Оптимізовано для роботи у віртуальних

середовищах. Компонент Azure для віртуальних серверів. Мінімальне споживання системних ресурсів. Єдина консоль управління захистом.

• Захист віртуальних середовищ - Надає безагентний захист усіх віртуальних машин з постійно високою продуктивністю при мінімальному впливі на роботу віртуальних машин.

***1.2. Встановлення Програмної продукції 'ESET PROTECT Entry з локальним управлінням' (C) (На 1 рік. Поновлення. Для захисту 20 об'єктів.):***

• Антивірусний захист комп’ютерів та ноутбуків - Антивірус та Антишпигун.

Антифішинг. Захист від «0-денних» загроз. Блокування цілеспрямованих атак. Система запобігання вторгненням (HIPS). Захист від мережевих атак. Контроль пристроїв. Робота на віртуальних машинах (ESET Shared Local Cache). Розширений сканер пам'яті. Захист від експлойтів. Підтримка Microsoft NAP. Захист від програм-вимагачів. Багаторівневий захист. Підтримка RSA enVision. Повідомлення про події. Локальний сервер оновлень. Журнали різних форматів. Відкат оновлень. Створення завантажувального образу (ESET SysRescue). Гнучке налаштування графічного інтерфейсу. Мінімальне споживання системних ресурсів. Єдина консоль управління захистом.

• Захист мобільних пристроїв - Надійне рішення, що забезпечує безпеку смартфонів та планшетів під управлінням операційної системи Android. Здійснює перевірку всіх додатків, файлів та карт пам’яті. Завдяки широкому спектру функцій і можливості віддаленого управління продукт ESET Endpoint Security для Android забезпечує додатковий рівень захисту конфіденційної інформації підприємства, яка зберігається на пристроях.

• Захист файлових серверів - Проактивне виявлення. Антивірус та Антишпигун.

Захист файлів в режимі реального часу. Захист документів. Система запобігання вторгненням (HIPS). Захист від спроб заражень по мережі. Захист від експлойтів. Розширений сканер пам'яті. Версія для «ядра» сервера. Оптимізація сканування. Захист від програм-вимагачів. Розширені налаштування сканування. Спеціальні утиліти для очищення прихованих загроз. Самозахист. Підтримка поштових клієнтів

Захист від ботнетів. Вбудована підтримка кластерів. Сканування пам'яті. Автоматичні виключення. Розширена класифікація загроз. Помодульна інсталяція. Дзеркало оновлень. Командний рядок eShell (ESET Shell). Комплексна система звітності. Гнучке налаштування графічного інтерфейсу. Оптимізовано для роботи у віртуальних

середовищах. Компонент Azure для віртуальних серверів. Мінімальне споживання системних ресурсів. Єдина консоль управління захистом.

• Захист віртуальних середовищ - Надає безагентний захист усіх віртуальних машин з постійно високою продуктивністю при мінімальному впливі на роботу віртуальних машин.

Уповноважена особа Людмила ЗАЙЦЕВА