ПОВІДОМЛЕННЯ  
про обробку персональних даних

**ініціативною групою з підготовки та проведення установчих зборів за участю інститутів громадянського суспільства для обрання членів Громадської ради при Дніпровській міській раді**

Відповідно до пунктів 1 і 2 частини другої статті 8, частини другої статті 12 Закону України «Про захист персональних даних» Ініціативна група з підготовки установчих зборів з метою формування нового складу громадської ради при Дніпровській міській раді (далі - Ініціативна група) повідомляє про володільця, розпорядника, місцезнаходження, склад і мету збору персональних даних, що обробляються за допомогою програмних засобів, третіх осіб, яким передаються такі персональні дані, та права суб’єкта персональних даних.

Ініціативна група створена відповідно до Положення про громадську раду при Дніпровській міській раді, затвердженого рішенням міської ради від 19.02.2020 № 65/54 (зі змінами).

1. Володільцем персональних даних, що обробляються за допомогою програмних засобів є Дніпровська міська рада; місцезнаходження: Україна, 49000, Дніпропетровська обл., місто Дніпро, проспект Дмитра Яворницького, 75; номер контактного телефону - 744 00 16.
2. Розпорядником персональних даних є Дніпровська міська рада; місцезнаходження: Україна, 49000, Дніпропетровська обл., місто Дніпро, проспект Дмитра Яворницького, 75; номер контактного телефону - 744 00 16.
3. Місцезнаходження персональних даних: Дніпровська міська рада; місцезнаходження: Україна, 49000, Дніпропетровська обл., місто Дніпро, проспект Дмитра Яворницького, 75, кабінет 502.
4. До складу персональних даних включаються:прізвища, імені, по батькові, дати народження, відомості про освіту, професію, спеціальність та кваліфікацію, місця роботи, трудову діяльність, науковий ступінь, вчене звання, паспортні дані, дані про зареєстроване або фактичне місце проживання, біографічні довідки, номери телефонів, поштової адреси, адреси електронної пошти, фото.

Персональні дані збираються шляхом безпосереднього надання особою своїх персональних даних до Ініціативної групи. Під обробкою персональних даних розуміється будь-яка дія або сукупність дій, таких як збирання, реєстрація, накопичення, зберігання, адаптування, зміна, поновлення, використання: і поширення (розповсюдження, реалізація, передача), знеособлення, знищення персональних даних, що здійснюються за допомогою програмних засобів.

1. Мета обробки персональних даних визначена в нормативно-правових актах, зокрема, в Положенні про Громадську раду при Дніпровській міській раді, затвердженого рішенням міської ради від 19.02.2020 № 65/54 (зі змінами).

Метою обробки (збору) персональних даних є:

* перевірка документів, поданих інститутами громадянського суспільства, на відповідність вимогам установленим Типовим положенням та Положенням, складання списку кандидатів до складу громадської ради, які можуть брати участь в установчих зборах, та списку представників інститутів громадянського суспільства, яким відмовлено в участі в установчих зборах із зазначенням підстави для відмови;
* зберігання в Дніпровській міській раді заяв та документів, що до них додаються, протягом двох років з дати затвердження складу громадської ради;
* оприлюднення на офіційному веб-порталі Дніпровської міської ради персональних даних списку кандидатів до складу Громадської ради, **біографічних довідок, фото та мотиваційних листів кандидатів до складу громадської ради, списку представників інститутів громадянського суспільства, яким відмовлено в участі в установчих зборах із зазначенням підстави для відмови.** А також оприлюднення протоколу установчих зборів; інформації про кількість голосів, поданих за кожного кандидата під час установчих зборів; оприлюднення обраного складу громадської ради;
* забезпечення реалізації права суб’єкта персональних даних на оскарження.

1. Третіми особами, яким передаються персональні дані, що обробляються, є:

* державні органи, органи місцевого самоврядування, підприємства, установи та організації, що належать до сфери їх управління, яким персональні дані, що обробляються, передаються згідно з визначеним законодавством порядком взаємодії між Дніпровською міською радою та цими органами;
* інші особи, що звертаються до Дніпровської міської ради та мають право отримати персональні дані виключно на підставах, визначених законом.

Передача персональних даних іноземним суб’єктам відносин, пов’язаних з персональними даними (транскордонна передача персональних даних) не здійснюється.

**Доступ до інформації про кандидатів до складу громадської ради, що формується за допомогою програмних засобів ініціативною групою, надається широкому колу відвідувачів веб-порталу Дніпровської міської ради.**

1. Згідно з частиною другою статті 8 Закону України «Про захист персональних даних» суб’єкт персональних даних має право:
2. знати про джерела збирання, місцезнаходження своїх персональних даних, мету їх обробки, місцезнаходження або місце проживання (перебування) володільця чи розпорядника персональних даних або дати відповідне доручення щодо отримання цієї інформації уповноваженим ним особам, крім випадків, встановлених законом;
3. отримувати інформацію про умови надання доступу до персональних даних, зокрема інформацію про третіх осіб, яким передаються його персональні дані;
4. на доступ до своїх персональних даних;
5. отримувати не пізніш як за тридцять календарних днів з дня надходження запиту, крім випадків, передбачених законом, відповідь про те, чи обробляються його персональні дані, а також отримувати зміст таких персональних даних;
6. пред’являти вмотивовану вимогу володільцю персональних даних із запереченням проти обробки своїх персональних даних;
7. пред’являти вмотивовану вимогу щодо зміни або знищення своїх персональних даних будь-яким володільцем та розпорядником персональних даних, якщо ці дані обробляються незаконно чи є недостовірними;
8. на захист своїх персональних даних від незаконної обробки та випадкової втрати, знищення, пошкодження у зв’язку з умисним приховуванням, ненаданням чи несвоєчасним: їх наданням, а також на захист від надання відомостей, що є недостовірними чи ганьблять честь, гідність та ділову репутацію фізичної особи;
9. звертатися із скаргами на обробку своїх персональних даних до Уповноваженого Верховної Ради України з прав людини або до суду;
10. застосовувати засоби правового захисту в разі порушення законодавства про захист персональних даних;
11. знати механізм автоматичної обробки персональних даних;
12. на захист від автоматизованого рішення, яке має для нього правові наслідки.